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Space

BY JENNY LING

DOES COWORKING 
WORK FOR YOU?

Businesses are rethinking how they should adapt their work culture and 
office environment to attract and retain the best and brightest

HAT started out as a shared workplace 
for entrepreneurs and tech start-ups has 
become a major game changer in the 
commercial real estate sector. Flexible 
workspace – including coworking and 

serviced office centres – is now a real and viable option for 
large multinational corporations. 

Over the last two years, the number of flexible 
workspace centres has ballooned as corporates embraced 
new ways of working, drawn to the appeal of community 
and affordability offered by such workspaces. 

In Singapore, including recent leases that have been 
signed, Colliers estimates that flexible workspace operators 
will take up a combined 2.7 million sq ft of space within 
the Central Business District (CBD) – representing about 
5 per cent of the total office stock in the city centre.

Flexible workspaces are starting to look attractive to 
more occupiers, especially in an environment of rising 
rents and limited new office supply. 

Average Premium & Grade A average rent was up by 
15 per cent year-on-year (YOY) in 2018, and could likely rise by 
8 per cent YOY in 2019. Climbing rents aside, there is simply 
a lack of large, contiguous space in the market presently. 

As businesses seek alternative solutions to augment 

W
traditional office space, they have started to look at flexible 
workspace centres in earnest. One strategy that will possibly 
gain traction this year is the Colliers-led Flex and Core 
leasing model – which combines traditional office leases 
with short-term lease tenures in flexible workspace centres.

However, before occupiers plunge headlong into 
coworking spaces, they should assess if the flexible office 
option suits their business and operational requirements.

• Business life cycle 
A new startup will appreciate the perks that comes
with operating in a coworking space. Among them,
convenience and relatively affordable real estate cost
– without the need to embark on time-consuming and
expensive office fit-out, procure office furniture or set up
complex information technology (IT) equipment – as well
as access to a network of like-minded entrepreneurs who
are sharing the workspace.

   	 Other benefits have been widely publicised: fun and 
modern office design; on-site cafes; beer on tap; games 
room; and access to a host of activities from seminars to 
yoga classes. 

   	 Increasingly, more established companies – including 
multinational corporations (MNCs) – have also taken 

up space in flexible workspace centres to complement 
traditional office real estate. 

  	 The flexible component of the real estate strategy 
enables the firms to be more agile in adjusting space needs 
according to fluctuation in headcount and market cycles. 

• Nature of industry 
Generally, flexible workspace can be used by occupiers
across industries. However, such spaces may work
particularly well for certain businesses, such as those
in fast-paced and rapidly evolving sectors including
technology, advertising, media and information.

   	 Typically, businesses that have younger staff, the 
ability to work remotely, collaborative culture, less 
capital-intensive operations, and openness to change 
will adapt well to coworking.

   	 On the other hand, others such as financial 
institutions, law firms, accounting firms and shipping 
companies may prefer to operate from their own premises 
– many of them in prominent CBD locations – to better
align with their branding strategy and corporate image.

• Special requirements
Occupiers from different industries have their own set of

Legal Adviser

PDPC issued guidelines to enhance consumer protection against 
indiscriminate and unjustified collection, use and disclosure of 
NRIC, FIN, Work Permit and passport numbers.

From Sept 1 this year, organisations will not be allowed to
collect, use or disclose such unique and sensitive identifiers unless
it is required under law or is necessary to accurately establish or 
verify the identities of the individuals to a high degree of fidelity. 

The latter includes instances involving significant safety or
security risk, or a possibility of significant impact or harm to an 
individual or the organisation in industries such as health care, 
finance or insurance. 

With this development, SMEs should reassess the rationale and 
purpose behind any existing collection of NRIC, FIN, Work Permit
and passport numbers (or retention of physical copies), as it will
need to provide convincing justifications when requested either by 
the individual or the PDPC. 

Otherwise, it is recommended that alternative identifiers
are used. These may include partial NRIC numbers (eg 
XXXX1234A), organisation-issued QR codes or user-generated 
IDs or user names. 

IDENTIFY YOUR DPO
The PDPA also regulates how a company deals with collected 
personal data and the level of transparency that should be 
preserved in the relationship between the organisation and 
the individual. 

All organisations – including SMEs, sole proprietors and non-
profit organisations – should be mindful that the PDPA requires 
the appointment of a data protection officer (DPO) responsible for 
managing personal data information flows and compliance with
the PDPA. 

The DPO plays a central role in dealing with access and 
correction requests received from members of the public, and 
must provide a response to an access or correction request within 
30 days. Contact information of the DPO, including a business 
telephone number and e-mail, must also be made available to 
members of the public. 

These timeframes imposed by the PDPA mean that all
organisations, large and small, are expected to have clear systems 
and internal procedures in place to efficiently handle requests from 
data subjects. 

Although the PDPA does not prohibit a DPO from wearing
multiple hats in an organisation, the DPO must be familiar with 
the PDPA and not simply act as a figurehead. It is no surprise that
SMEs find themselves stretched to allocate the right amount of
human and financial resources to meet the compliance costs of 
personal data protection. 

In light of the specific carve-out under the GDPR requiring 
SMEs to appoint a DPO only if its core activity deals with
processing of sensitive data or regular and systematic
monitoring of individuals that can pose a threat to individual 
rights and freedoms, it remains to be seen whether the 
PDPC will consider a similar approach for SMEs here. 

MANDATORY BREACH NOTIFICATION
Under the PDPA, organisations are expected to 
make reasonable security arrangements to protect 
personal data in their possession or under their
control. Unfortunately, with the prevalence of
IOT devices, a 2018 Symantec Internet Security 
Threat Report has showed that we are exposed 
to at least 600,000 Web attacks each day. 
This means that it is often not a question 
of “if ” but “when” an organisation will be faced 
with a data breach.

Planning is therefore critical, and it is important 
for every SME to develop and implement a data breach
management and response plan with proper notification
procedures. Although it is not currently a requirement under the 

PDPA, the PDPC has recently proposed that mandatory data
breach notification requirements be introduced in Singapore in 
line with international practices. 

The PDPC indicated that breaches which are likely to result
in significant harm or impact will require notifications to both 
affected individuals as well as the PDPC, while large scale breach
incidences require a notification to the PDPC. 

Having considered public and industry feedback on the 
timeframes for such notifications, the PDPC intends to allow
organisations a 30-day assessment period from the day that it 
becomes aware of a suspected breach, to assess the eligibility of the
breach for notification. Once a breach is investigated and deemed
eligible for reporting, organisations will have up to 72 hours to 
notify the PDPC of the breach.

With this new requirement, SMEs are advised to get their 
ducks in a row so as to avoid a last-minute scramble finding 
the right personnel and consultants who can advise on the data
breach. This will be even more crucial for companies active in 
multiple countries, as seen from the crisis at Cathay Pacific over
a global data breach that led to investigations from 27 regulators 
from 15 jurisdictions. 

THE TRUE COST OF NON-COMPLIANCE
The trend of increased regulation and stricter enforcement 
regarding personal data protection are showing no signs of 
slowing down. In the wake of the major SingHealth cyber 
attack, the PDPC showed no mercy to the organisations involved 
with the imposition of a combined penalty of S$1 million – the
highest ever financial penalty imposed by the PDPA. 

Penalties aside, SMEs should also be aware of the intangible 
losses which can sometimes prove costlier than the financial
penalties. These may include reputational damage, diminished
goodwill and trust among consumers and loss of future business. 

According to the IBM Security-sponsored Ponemon 
Institute’s 2018 Cost of a Data Breach study, the average cost of 
a data breach globally is about US$3.84 million, with all cost 
factors considered. This is a figure that is rising and expected 
to rise this year with the proliferation of advanced hacking
technologies and mega data breaches. Now, more than ever, 
is the time for SMEs to step up and regularly ensure that
their systems and protections dealing with any personal
data are all in place. ■

Chester Toh is a partner and Tan Jen Lee is a senior
associate at Rajah & Tann Singapore LLP
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requirements, and sometimes their needs may be at odds 
with what is being offered at flexible workspace centres. 

   	 The lack of privacy, for example, could potentially 
be a deal-breaker. While an open and collaborative 
environment with shared desks may work for a tech firm, 
a company that regularly deals with highly confidential 
information – including clients’ personal data and 
market-sensitive trades – will likely opt for a more 
secured office setting that offers a higher level of privacy.

• Scale of business
With the growth of the flexible workspace sector, small
and medium-sized enterprises (SMEs) can now consider
spaces in choice locations or in premium builds that may
be previously inaccessible to them due to the smaller
square footage required by such firms.

   	 Meanwhile, MNCs can assess the viability of a Flex 
and Core strategy by deploying selected departments (eg 
sales people who do not really need a permanent desk) to 
nearby coworking centres.

• Affordability
Based on Colliers’ research, the typical price of a
flexible hot-desk membership in Singapore is around

Space

S$390-600 per month, while a dedicated desk 
could cost S$700-900 per month which implies an 
average lease rate of about S$7-9 per sq ft per month 
(psf pm), assuming 100 sq ft of office space per person 
(density ratio). 

  	 This rate appears to be attractive, given that average 
CBD Premium & Grade A rent has risen to S$9.43 psf pm 
in 2018 and is expected to rise further this year.

• Lease tenure
A long-term commercial lease can be daunting for an
entrepreneur or even a sizable firm, especially one that
is uncertain about its future growth prospects. Flexible
workspace offers these occupiers with a more viable
solution, with commitment periods of between six and
24 months.

   	 Flexible workspace enables occupiers to “flex” their 
real estate requirements easily in tandem with changes 
in their business priorities or abrupt expansionary needs. 
It could be taking extra seats at a coworking centre – 
such as a makeshift project space – for six months for 
staff working on a new assignment, or perhaps taking 
up multiple hot-desk memberships across the globe for 
employees who travel frequently for work.

• Recruitment and talent strategy 
With millennials coming into the workforce and rapid
changes in the way that people work, businesses have
started to rethink how they should adapt their work
culture and office environment to attract (and retain)
the best and brightest.

   	 The hip and cool vibe – along with all the perks 
and amenities – that have come to define the flexible 
workspace sector appeal to younger workers who have 
higher expectations of their workplace.

  	 Occupiers who are targeting to attract the 
millennial workforce would likely give flexible 
workspace a serious thought. 

As coworking becomes the new normal, it will 
increasingly feature in occupiers’ real estate strategy. 
Jumping on the flexible workspace bandwagon can help 
firms to trim cost, raise productivity, recruit talent and 
network more efficiently. 

However, it may not be for everyone – and the devil is 
in the detail. ■

The writer is director of Office Services, 
Colliers International
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